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Executive summary

This document is the D8.1: Communications Tools of AI4CYBER project, which presents the
established website, social media channels and other communication tools of the AI4CYBER’s project.
AI4CYBER consortium understands communication activities as those in which the project's expected
added value is presented and demonstrated to non-specialized audiences. The emphasis of these
communication activities will be placed in both the project public website and social networks.

The AI4CYBER project website has been set-up by TECNALIA and it will be continuously enhanced
by all consortium members to include public outcomes and links to related news, events and initiatives.
The social network profiles of the project, both Twitter and LinkedIn, have been set-up by EOS and the
networks’ contents will also be updated on a regular basis.

The report describes other communication materials and tools designed at the initial months of the

project which will be used in dissemination and communication activities, including press releases,
newsletter, audio-visual materials, presentations, etc.

&2 AI4CYBER
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1 Introduction

1.1 Objective of the document

This document is deliverable D8.1 Communication Tools of AI4CYBER project [1].

The document presents the initial structure and main content of the AI4CYBER website which has been
recently launched and will continue to be updated and improved during the project lifetime. The
deliverable reports the social networks of the project, twitter and LinkedIn channels, created for a wider
communication to the public.

1.2 Structure of the document

This document is structured as follows.

Section 2 presents the current status of the project website, detailing the structure designed to present
project objectives, progress and news along the project duration.

Section 3 describes the social media channels set-up for the project, both Twitter and LinkedIn.

Section 4 presents other communication tools and materials that will push the wider diffusion of the
project objectives, achievements, progress and news during the project.

1.3 Relationships with other deliverables

The deliverable presented in the document relates on the following deliverables, which will present in
the future the advances in the communication tools and materials:

e D8.2- Dissemination, Communication, Networking and Exploitation Plan (M6)
e DB8.3-Interim Dissemination, Communication, Networking and Exploitation Report (M18)
e DB8.4-Final Dissemination, Communication, Networking and Exploitation Report (M36)

1.4 Contributors

TECNALIA as coordinator of AI4CYBER and responsible for the project website, together with EOS
as Communication task leader are the main contributors to the deliverable at hand. Nevertheless, ALL
project partners have contributed to this deliverable as they have provided feedback on the tools and
materials presented herein.

1.5 Acronyms and abbreviations

DoA Description of Action URL  Uniform Resource Locator

1.6 Revision history

Version | Date issued | Author Organisation | Description

0.1 01/12/2022 | Olga Navalon TECNALIA First draft version
0.2 20/12/2022 | Olga Navalon TECNALIA Second draft version
0.3 21/12/2022 | Erkuden Rios TECNALIA Reviewed version
1.0 22/12/2022 Erkuden Rios TECNALIA Final version

&2 AI4CYBER
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2 Project public website

The main communication channel of the project to external audiences is the AI4CYBER public website.
This website will be the main interface for communication of the project objectives and outcomes to the
wide public. The website will contain project information such as objectives and consortium members
but will also contain news on the progress of the action, the technical results, as well as all the activities
of the project which will take place during the project life cycle.

The website will also provide access to the public deliverables, scientific publications and other
dissemination materials.

The URL of the official project webpage is: https://ai4cyber.eu/

2.1 Structure

The website follows the project’s visual identity and a clear structure. At this stage, the initial structure
supported is presented below, which shall be adapted to include additional content in the future if the
need arises, e.g. to include sister projects or clusters which the AI4CYBER gets engaged with.

o HOME

o SOLUTIONS

o RESOURCES
Media
Repositories
Publications
Articles
Deliverables
Newsletters
o NEWS

o BLOG

o ABOUT US
Who We Are
Consortium
0 Contact Us

O O O o o o

o O

2.2 Menu

The following is the main menu of the website which is placed at the upper part of the site. The menu
options reflect the structure described above and open new pages when they are clicked.

A | [|. C Y B E R HOME SOLUTIONS v  Resources v  news sloc asoutus~ W @ ©

Figure 1: Menu bar of AI4CYBER website

2.3 Body

The website content is the body part of the site and it has been structured in the following main Menu
options in the Menu bar.

%2 AI4CYBER
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2.3.1 Homepage

The “Home” page is the landing page of the visitors. It outlines the project objectives and the main
technical approach followed in the project. Also describes the project in greater detail by providing a
summary, explaining its concept and approach, ambition, objectives and informs on related projects.

With the aim of giving dynamicity to the webpage content and make it more attractive, the homepage
shows a carrousel of three sliding images with key messages from the project, as illustrated in Figure 2,
Figure 3 and Figure 4.

2 AIG4CYBER  vow sownos. msomcse new sos sorse W @ 9

%% AI4CYBER

AI4CYBER - Artificial Intet!gence for next generation CYBERsecurity

t

<‘<

bl
A

Figure 2: Homepage of AI4CYBER website — carrousel image 1

@ A | 4 c Y B E R HOME SOLUTIONS v  RESOURCES v NEWs BLOG agoutus v W m =

TRUSTWORTHY ARTIFICIAL INTELLIGENCE FOR CYBERSECURITY REINFORCEMENT
AND SYSTEM RESILIENCE.

AI4CYBER works T0 EsTABLISH AN EcosYsTEM OF NEXT GENERATION Al-BASED SERVICES FOR SUPPORTING CRITICAL
SYSTEM DEVELOPERS AND OPERATORS TO EFFICIENTLY MANAGE SYSTEM ROBUSTNESS, RESILIENCE, AND APPROPRIATE
RESPONSE IN THE FACE OF ADVANCED AND Al-POWERED CYBERATTACKS.

THE PROJECT WILL DEVELOP A COLLECTION OF INNOVATIVE RESILIENCE AND AUTONOMOUS RESPONSE SERVICES THAT
LeVERAGE Al MODELS AND Big DATA, AIMED TO BE ENCAPSULATED IN CYBERSECURITY TOOLS TO ENSURE A CONTINU!

SYSTEM PROTECTION.

Figure 3: Homepage of AI4CYBER website — carrousel image 2

2 AI4CYBER
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% A | 4 C Y B E R HOME soLuTions v  Resources v news o asourus~ W @ P

Artificial intelligence (Al) has a dual role to play in cybersecurity - as offensive vs. defensive
technology. Al can be used as a weapon by malicious actors and attackers, while it can be a powerful
mechanism to detect threats and protect systems against attacks. AI4CYBER works in the development
of defensive Al

Specifically, AI4CYBER will develop a new breed of Al-driven services to detect and respond to
d d and Al-p: d ks, as well as services for code testing with smarter flaw
identification and code-fixing automation.

AI4CYBER solution validation focuses on three key sectors: energy, banking and hospital services.

Figure 4: Homepage of AI4CYBER website — carrousel image 3

2.3.2 Solutions

“Solutions” menu describes the different exploitable cybersecurity solutions planned in AI4CYBER
structured into 4 main service groups, as described below. In the future, when the A14CYBER prototypes
are available, each of the individual service cards will link to a dedicated page for the particular
exploitable result, which will include a technical description of the tool and the links to all supporting
materials developed for such result, e.g. demonstration videos and tutorials.

e AIFORTESTING

;?25 Al 4 C YBER HOME SOLUTIONs v  REsouRes ~  News Bloc agoutus~ W @D P

| AI4VULN - Code testing AI4FIX - Vulnerability fixing

An open-source solution to automatic identification A fully open-source end-to-end vulnerability fixing

and verification of vulnerabilities and weaknesses solution supportng Java, bringing automatic unit

in the code with much higher accur testing of proposed fixes, which enables to shift

existing vulnerability the fixing of the vulnerability much earlier in the

which in turn saves

applying symbolic execution

e development flow

support scalability. development time and reworks.

Figure 5: Solutions — Al FOR TESTING

e AIFORDETECTION

%2 ANI4CYBER
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@7 Al4 C YBER HOME SOLUTIONS v  REsOURCES v news sloc asourus~ O [ P

Al FOR DETECTION

Al4AICTI - Cyber Threat Intelligence AI4FIDS - Federated Detection of threats
improvement

A high-performance and accurac

ced solution that offers latest Al-powered

solution for Advanced and Al-par

tion and

r Threat Intelligence (CTl) to d
threat simulation toals for raising their efficiency,

including data of both AML attacks and Al-boosted

attacks.

- Al4SIM - Threat Simulation -+ AI4TRIAGE - Incident triage
An Advanced cyberattacks simulation solution Al-based root cause analysis and alert triage to
capable to simulate advanced and Al-powered prioritize events to focus on the response.

attacks against IT, OT and loT systems depending

on the customer needs.

Figure 6: Solutions — Al FOR DETECTION

e Al FOR RESPONSE

A
4‘;%5; A | 4 C Y B E R HOME SOLUTIONs v ResouRces v News Bloc asoutus~ W @ P

Al FOR RESPONSE

AI4SOAR - Security AI4ADAPT - Long term adaptation
Orchestration,Automation Response

ce that will enrich the Al4! } with long-

for better react against er incidents and attacks.

- AI4DECEIVE - Deception and honeypots .~ AI4COLLAB -Information sharing and
collaboration

telligen

ption mechanisms that will
the response of the AI4SOAR The service for automatic anonymous sharing of

incident information

Figure 7: Solutions — Al FOR RESPONSE

%2 ANI4CYBER
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e TRUSTWORTHY Al

:‘.?? AlI4CYBER HOME SOLUTIONs v  Resources v news stoc asourus~ W @ P

TRUSTWORTHY Al

K TRUST4AI - Trustworthiness of Al

Figure 8: Solutions - TRUSTWORTHY Al

2.3.3 Resources

“Resources” menu will give an easy-to-find way to access all the dissemination materials about the
research results from the action, including the produced scientific publications, public deliverables,
presentations and other materials.

The deliverable D1.2 Data Management Plan - Initial version in M6 will offer further details of the plans
for public resources resulting from the action tasks.

Initially, the Resources content will include the following items:

» Media - All public audio-visual materials created in the project will be accessible through this
page, which will link to internal sections of the website such as key results subsections or to
other external channels such as YouTube, as relevant.

» Repositories — This section will present and provide access to the data repositories and code
repositories where public key results generated in the project can be found.

» Publications — Non-peer reviewed publications such as public whitepapers will be collected
under Publications section.

« Articles — Peer reviewed papers and journal articles resulting from research activities in the
project will be listed here together with their abstract and link to the open access version.

« Deliverables — All public deliverables of the project will be listed here and a link to the
downloadable version of the report will be added. Note that the deliverables will be published
as soon as they get approved by the reviewers from the EC.

* Newsletters — besides being distributed by email following a subscription process, the
newsletters of the project which will be produced in a yearly basis will be published in this
section. See chapter 4.2 for further details.

Each of the items in Resources above corresponds to a dedicated sub-section of the Resources chapter,
which shall always include the link to the public resource for the audience to benefit from the project
achievements.

2.3.4 News

The “News” page presents a collection of news related to the goals of the project and publication of
project results, a list of the events related to the project or as part of the project work plan, as well as the
project newsletter, and the facility to subscribe to the newsletter.

%2 ANI4CYBER
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% A I 4 C Y B E R HOME soLUTIONs v  Resources v  news  Bloc  asoutus ~ W (0D L

AI4CYBER presented in "Ener%y
Crisis & Cybersecurity” event by
ELECTRON

Dec 19, 2022 | News

The AI4CYBER project has been presented
in the international ‘Energy Crisis &
Cybersecurity’ event organised by the
H2020 ELECTRON project - Baku, 5-7
December 2022.

https://electron-project.eu/electron-

international-event-baku/

The AI4CYBER objectives and vision were
presented by Konstantinos Chrysagis
(Public Power Corporation, end-user of
electricity use case in AI4CYBER) and Eider

Itiirha (TECNALIA tach Imaozgae of

Al4CYBER attends PRECINCT's
2nd Stakeholder Workshop

Nov 30, 2022

%

News

The AI4CYBER project attended the
PRECINCT's 2nd Stakeholder Engagement
Workshop that took place in hybrid format

on 22 November 2022, i.e. in Brussels (
Maison des Associations Internationales) &
online. The EU-funded project PRECINT
jointly organised the event with the
PRAETORIAN project. EOS, TECNALIA and
MONTIMAGE partners of AI4CYBER are
also part of PRECINT consortium

PRECINCT is an EU project which aims to
establish an ecosystem platform that will
connect stakeholders of interdependent

AI4CYBER Kick-off Meeting

Mar 16, 2022 | News

The AI4CYBER project kick-off meeting was
successfully held on the 7th and 8th of
September 2022 in Tecnalia premises in
Derio (near Bilbao), Spain

The event allowed the participants to get
to know each other and successfully plan
the launching of the project. During the
kick-off meeting sessions and discussions,
the partners of the AIACYBER consortium
had the opportunity to get to a common
understading of the solution approach,
and they defined the initial research and
outreach steps to achieve the project

goals.

AI4CYBER team in the Kick-off (7th Sep

Figure 9: News main page

When clicking on top of each of the news pieces, a dedicated page will open showing the information
in a greater size and additional details.

%2 ANI4CYBER
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% A | 4 C Y B E R HOME SOLUTIONS v  RESOURCES v  NEWS BLOG

AI4CYBER presented in “Energy Crisis & Cybersecurity”
event by ELECTRON

by Erkuden Rios | Dec 19, 2022 | News | 0 comments

Sponsored

by: - ~
B { 1 . 9 fo2a)
¥ socar bpo ¥ {g \f?\ zees Azorkner. (@) PAzHPC "Q" 8 EB)
T e e ——.

The AI4CYBER project has been presented in the international ‘Energy Crisis & Cybersecurity’ event organised by the
H2020 ELECTRON project - Baku, 5-7 December 2022.

Figure 10: Example of individual news piece page

2.3.5 Blog

The “Blog” shows the blogs entries generated by the project partners during the lifetime of the project.
These entries will explain the project outcomes in an easy-to-understand manner for those interested in
Al4CYBER technologies that may be not experts in cybersecurity or Artificial Intelligence fields.

2.3.6 About us

Under “About us” menu option, three main parts can be found.

* Who We Are: This section briefly describes the AI4CYBER project and its main goals and
activity in order to explain to the public the mission of the AI4CYBER consortium.

%2 ANI4CYBER
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% A I 4 C Y B E R Wome soiuTions «  mesounces v news poc apourus « W @ P

The Al4CYBER Consortium works on Al-based security solutions w ease the life of system developers and operators in
managing robustness, resilience, and response against sophisticated threats and offensive Al

Our core added value: smarter cybersecurity
The AI4CYBER Project

The AIACYBER project is a EU funded-research project working in the areas of Al and Big Data applied to cibersecurity and its main
goal is to advance the state-of-the-art and offer an Ecosystem of new cybersecurity services in the areas of 1) Al-driven testing, 2) Al-
powered detection and 3) SOAR.

The AI4CYBER ecosystem framework is the main result of the AI4CYBER project and it gathers together a number of Al-based services
to be embedded in cybersecurity tools that ensure system resilience.

Figure 11: About Us — Who we are

Consortium: It outlines the multidisciplinary nature of the project and presents the consortium
partners logos, which can be clicked to access their respective description fiches, which include the
link to the organisation website.

%ﬁ".% A | l; C Y B E R HOME SOLUTIONS ~  RESOURCES « News eoc asourus~ W [

CONSORTIUM
Tecnalia University of Western Thales Frontedart
Macedonia

tecnal:a — THALES

MEMAER OF BAGOUT SEREARCH %. ..:ill.i - I'-:I"i-; i we can &l trust anjNTEND‘:\RT
Public Power ITTI Hospital do Espirito Montimage
Corporation Santo

- L] 0' -
AEH lTTl BEspirito Santo ¢ p¢ (»<) montimage

SEARCH-LAB EOS PDMFC CaixaBank

O searcr-Lan E@s ePDM € CaixaBank

Figure 12: About Us - Consortium
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@ Al4CYBER HOME SOLUTIONS v  RESOURCES v NEWS BLOG ABOUTUS ~ W ﬁﬂ o
Tecnalia
tecnal:a
® FUNDACION TECNALIA RESEARCH & INNOVATION
MEMBER OF BASQUE RESEARCH (www.tecnalia.com) is a private, independent, non profit applied
& TECHNOLOGY ALLIANCE

research center of international excellence. Legally a Foundation,
Tecnalia is the leading private and independent research and
technology organisation in Spain and one of the largest in Europe,
employing 1,464 people (287 PhDs) and with income of 120 Million €
in 2021.

The whole team at TECNALIA has one GOAL: to Transform Research
into Prosperity to improve peaple’s quality of life by means of
innovation and technological development addressed to Energy
Transition, Digital Transformation, Urban Ecosystems, Sustainable
Moability, Personalised Health and Intelligent Manufacturing.
TECNALIA has been granted 827 patents (within 192 families) and
promated mare than 30 spin-off companies.

TECNALIA is a key agent in the ERA - European Research Area.
TECNALIA actively participates in the governing bodies of several
European Technology Platforms, PPPs and |Tls (EEB, FOF, SPIRE,
ARTEMIS...). In the H2020 Framework Programme TECNALIA
participates in 472 projects, coordinating 76 of them, up to the end
of 2021 (EC data) and not counting EIT KIC projects. TECNALIA is a
member of EARTO and of EUROTECH, linking together the most
important RTOs in Europe.

£

Figure 13: About Us — Consortium — Partner fiche

Contact Us: This page shows a form that allows visitors of the website to request feedback
regarding the project and/or website functionalities, as well as contact information for the project
coordinator. The best way of communication between the website user and the project coordinator
is currently being discussed, and it may change to the EU Cordis Projects & Results system
(https://cordis.europa.eu/projects), as it is the official channel to get in contact with the project
beneficiaries.

@ AlI4CYBER HOME soLUTIONS ~  Resources ~  news Bloe  asourus~ W @ P

Contact Us

Send us a Message Info

« Address: Parque Tecnolégico de
Bizkaia, Edif. 700, 48160 Derio,
Bizkaia (Spain)

« Phone: +34-046-430850

Figure 14: About Us — Contact Us
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2.4 Footer

As in any other public dissemination material of AI4CYBER, the website footer displays the financial
acknowledgment to the EU and the disclaimer, pursuant to requirements in the Grant Agreement, as
follows:

Union's Hor E hand i . expressed are however those of the author(s) only and do not
nion s Horizon Europe résearch and innovation necessarily reflect those of the European Union or European

programme under grant agreement No 101070450. . ) .

Commission. Neither the European Union nor the European

Commission can be held responsible for them.

Disclaimer: Funded by the European Union. Views and opinions
- This project has received funding from the European

Funded by the
European Union

As shown in Figure 15, the footer does also show the contact information, connections to the project’s
social media channels, as well as links to imprint and privacy policies.

Get In Touch

Contact us
Coordinator: Fundacién Tecnalia Research & Innovation (TECNALIA)

Funded by
European Union

Follow us Parque Cientifico y Tecnolégico de Bizkaia - C Geldo. Edificio 700. E-48160 Derio (Bizkaia).
International calls: (+34) 946.430.850.

Legal information | Privacy policy | Cookie preferences

Figure 15: AI4CYBER website footer

&2 AI4CYBER
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3 Social media channels

AI4CYBER consortium understands communication activities as those in which the project's expected
added value is presented and demonstrated to non-specialized audiences.

The AI4CYBER consortium plans to exploit the power of social networks to create a AI4CYBER
community of people interested in the AI4CYBER solution, where they may participate and contribute
to the project outreach by spreading the news of project results, events and available materials, and they
may even discuss about potential opportunities of new results above those already planned in the project.
Therefore, social media channels will be used as direct communication channels with potential users
and adopters of AI4CYBER. The social channels will promote and support the communication of the
dissemination materials to broader audiences.

Under Task 8.2 Communication, two new profiles have been created in the following social media
channels: Twitter and LinkedIn. The profiles will be supported by the partners on a regular basis.
Regularly updates on events, news items, milestones and achievements of the project will be published
in the networks increasing the impact of AI4CYBER. Short news, updates or complementary links
associated to the project will also be published. A strategic list of relevant hashtags and possible
followers will assist project team in gaining new and sharing existing knowledge.

The selection of these social media channels is based on the following factors:

- Twitter is a micro-blogging platform with more than 486 million of monthly active users
according to 2022 statistics®. Twitter enables to provide short messages to a wide community of
users, thereby providing an easy way to deliver brief, yet significant and concise information.
Search of content via hashtags is also a useful feature enabling the easy detection of information
of interest.

- LinkedIn is a social media platform targeted at professionals with over 875 million members in
200 countries and regions worldwide according to 2022 statistics?. LinkedIn provides a useful
tool to communicate information either through posts or private messages to professionals and
their societies.

3.1 LinkedIn

The partner EOS in charge of coordinating the social networks of the project created a LinkedIn profile
which was launched in September 2022 in order to foster the initiation of the AI4CYBER community
and closer communication with the research and user communities. The page will also be used to
promote the project and chances for involvement, such as upcoming events, over the duration of the
project.

The profile can be accessed through: https://www.linkedin.com/company/ai4cyber/

1 https://datareportal.com/essential -twitter-stats
2 https://about.linkedin.com/
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Figure 16: AI4CYBER LinkedIn profile

3.2 Twitter

In addition, a Twitter account was implemented to reach out to relevant stakeholders, like the research
community, related projects and their beneficiaries, as well as relevant end-users networks primarily in

the domains of the use cases of the project.
The page is accessible through the following link: https://twitter.com/Ai4Cyber

«  AI4CYBER

8 Tweets

“° AI4CYBER
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AlACYBER
@Ai4Cyber

Al4CYBER is a 3-year project funded through @HorizonEU Research & Innovation
Programme (GA No. 101070450). Tweets reflect only the views of the project owner.

() Joined September 2022

160 Following 59 Followers

Tweets Tweets & replies Media Likes

AIACYBER @Ai4Cyber - Nov 23
" &2 Read the latest press release on our project and its objectives from our
Coordinator @tecnalia

s TECNALIA @tecnalia - Nov 22
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tecnalia.com/noticias/intel...

Figure 17: AI4ACYBER Twitter profile
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4  QOther communication tools

4.1 Press Releases

Targeted at the general non-specialist public and journalists, press releases will complement the
information provided through other social media.

The initial bunch of press releases have communicated the launch of the AI4CYBER project to a broader
audience of interested stakeholders. The messages therein described the project kick-off meeting held
in Tecnalia headquarters in Derio, near Bilbao city (Spain), on the 7" and 8™ of September 2022. During
the first period of the project, press releases will deal with the intentions rather than outcomes of the
project. As the project research progresses and prototype development intensifies, the messages will
evolve to the description of the project solutions and their benefits in the project use cases.

At all moments, all partners will be assisted by WP8 with the preparation of the press releases.

4.2 Newsletters

Project digital newsletters to subscribed recipients will be circulated on a yearly basis. Subscribers will
initially come from the network of contacts of the partners, and later from the website as well as contacts
gathered at attended conferences, events, etc. The newsletter will contain information on the progress
of the project as well as related and relevant news from research and industry arena. The AI4CBYER
partners will all contribute to and agree with the contents of the newsletter prior to its publication. The
description of the initial newsletter of the project that is planned for M12 will be included in the specific
D8.3 Interim Dissemination, Communication, Networking and Exploitation Report.

4.3 Audio-visuals

In order to increase project awareness and ease the comprehension of AI4CYBER framework’s goals
and capabilities, audio-visual materials will be prepared.

These materials will be accessible both at main website as well as in each partner’s websites.
Furthermore, prototype demonstration videos, also called project showcases, showing the main features
of the AI4CYBER tools will be shared on YouTube in order to increase the project outreach. As
explained before, such YouTube videos will also be linked to the Solutions menu items (individual key
results) in the project website.

SlideShare network will also be considered where the general project presentation as well as other main
results’ presentations may be uploaded.

4.4 Materials for external events

AI4ACYBER materials for external events such as presentations, digital posters and flyers will provide
an overview of the project and its outcomes, adapting the message to the event and audience
characteristics as well as to the session duration. Currently a project presentation template has been
developed in WP8 that presents the main facts of the project and summarises the objectives, key results
and expected benefits, among other relevant data about the project. The template shall be used and
adapted to the specific external event following the advice of WP8 task coordinators, technical manager
and exploitation and innovation manager, as required. The presentation template will be included in
D8.2- Dissemination, Communication, Networking and Exploitation Plan (M6).

Furthermore, project posters and flyer will be created as part of WP8 activities. The general flyer of the
project is under work, which content will be very similar to the project general presentation but in three-
page format presenting only the key facts.

The project flyer mock-up is shown next in Figure 18, Figure 19, and Figure 20.
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Figure 18: Mock-up of the flyer front page
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Figure 19: Mock-up of the flyer inner page

Find us!
Website https://ai4cyber.eu/

¥ @aiacyber htips://twitter.com/Ai4Cyber

m.AMCYBER https://www.linkedin.com/company/aidcyber/

Project Key data

GA. No 101070450.

Project Duration: September 2022 — August 2025
Budget: € 3 998 413

Contact information details
Project Coordinator:

Erkuden Rios (TECNALIA)
erkuden.rios@tecnalia.com

+34 946 430 850 (International calls)

Figure 20: Mock-up of the flyer back page
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4.5 Webinars

Following the plans stated in the DoA, two project webinars will also be produced to demonstrate the
key results of the project. Those webinars will be organized on social media with the aim to co-operate
with other projects under similar objectives in order to reinforce the message. The webinars materials
shall adopt the image of the project and their creation will be part of WP8.
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5 Conclusion

The present document has described the initial communication tools designed and set-up for AI4CYBER
project. The tools will be further developed and enhanced with contents resulting from the action
activities as the project progresses. As main communication channel, the public website of AI4CYBER
project has been described in detail, presenting its look and feel, its structure and initial contents. The
social network profiles of the project have also been described together with other communication tools
and materials that will be used for digital dissemination of the project plans, progress, and achievements.

%2 AI4CYBER



D8.1: Communications Tools 24

References

[1] “AI4CYBER,” Aidcyber.eu. [Online]. Available: https://aidcyber.cu/. [Accessed: 21-Dec-
2022].

2 AI4CYBER



