
Barcelona, 12–13 June 2025 — With the AI4CYBER project approaching its conclusion in
August 2025, partners gathered for a two-day face-to-face meeting hosted at CaixaBank’s
premises in Barcelona.

 
🗓️ Productive Discussions Across Two Days
The meeting kicked off on Thursday, June 12, with a warm welcome from TECNALIA, who
also presented the updated agenda and led sessions on:

WP2 – Use Case Requirements, Framework Architecture & CI Pipeline (D2.4)
Key takeaways and recommendations from the Second Project Review
Updates on Data Management Plans (D1.4, D1.5)

Following a mid-morning coffee break, the focus shifted to integration and demonstration
timelines across the three use cases, with presentations by PPC, CaixaBank, and other
technical partners.

The afternoon sessions included updates from:
Search-LAB on WP3 – AI-driven Preparedness for Robustness
UOWM on WP4 – Smart Detection of AI-powered Attacks
Montimage on WP5 – Autonomous Response and Defence Strategy Optimisation

The day concluded with initial preparation for the final review and a well-earned social
dinner at Casa Gracia in central Barcelona.
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A Turning Point Toward Impact

This F2F meeting was not only a technical checkpoint—it was a shared moment to
reflect on AI4CYBER’s progress, celebrate collaboration, and refine the strategy to
ensure long-term impact. The consortium left with a clear roadmap for closing the
project and translating results into real-world cybersecurity resilience.

📌 Learn more about the project: https://ai4cyber.eu/

📢 Follow updates on LinkedIn and X (Twitter)
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